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Ethernet Media Connector Requirements 
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LAN Physical Layer Implementation 
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WAN Physical Layer 
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WAN Serial Connection Options 
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Repeater 

A repeater is a network device used to regenerate a signal.  
Repeaters regenerate analog or digital signals distorted by 
transmission loss due to attenuation.Repeater is a Physical Layer 
device 
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The 4 Repeater Rule 

The Four Repeater Rule for 10-Mbps Ethernet should be used as a 
standard when extending LAN segments.  

 

This rule states that no more than four repeaters can be 
used between hosts on a LAN.  

 
This rule is used to limit latency added to frame travel by each 
repeater.  
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Hub 

Hubs concentrate 
connections.In other words, 
they take a group of hosts and 
allow the network to see them 
as a single unit. 
Hub is a physical layer device.   

Hub 
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Network Interface Card  
The function of a NIC is to connect a host device to the network medium.  

 
A NIC is a printed circuit board that fits into the expansion slot on the motherboard or 
peripheral device of a computer. The NIC is also referred to as a network adapter.  

 
NICs are considered Data Link Layer devices because each NIC carries a unique code called a 
MAC address.  
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MAC Address 

MAC address is 48 bits in length and expressed as twelve hexadecimal 
digits.MAC addresses are sometimes referred to as burned-in addresses (BIA) 
because they are burned into read-only memory (ROM) and are copied into 
random-access memory (RAM) when the NIC initializes.  
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Bridge 

Bridges are Data Link layer devices.Connected host 
addresses are learned and stored on a MAC address 
table.Each bridge port has a unique MAC address 

Bridge 
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Bridges  
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Bridging Graphic 
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Switch 

Switches are Data Link layer 
devices. 

 
Each Switch port has a unique 
MAC address.  

 
Connected host MAC 
addresses are learned and 
stored on a MAC address 
table. 
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Switching Modes 

through-cut 
A switch starts to transfer the frame as soon as the destination MAC address is 
received. No error checking is available.  
Must use synchronous switching. 

 
forward-and-store 

At the other extreme, the switch can receive the entire frame before sending it 
out the destination port. This gives the switch software an opportunity to verify 
the Frame Check Sum (FCS) to ensure that the frame was reliably received 
before sending it to the destination.  
Must be used with asynchronous switching. 

 
free-fragment 

A compromise between the cut-through and store-and-forward modes. 
Fragment-free reads the first 64 bytes, which includes the frame header, and 
switching begins before the entire data field and checksum are read.  
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Full Duplex 

Another capability emerges when only two nodes are connected. In a network that uses 
twisted-pair cabling, one pair is used to carry the transmitted signal from one node to the 
other node. A separate pair is used for the return or received signal. It is possible for signals 
to pass through both pairs simultaneously. The capability of communication in both 
directions at once is known as full duplex.  
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Switches – MAC Tables 
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Microsegmentation 

A switch is simply a bridge with many ports. When only one node is connected to a switch 
port, the collision domain on the shared media contains only two nodes. The two nodes 
in this small segment, or collision domain, consist of the switch port and the host 
connected to it. These small physical segments are called micro segments.  
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Peer-to-Peer Network 
In a peer-to-peer network, networked computers act as equal partners, or peers.  

 

As peers, each computer can take on the client function or the server function.    
 

At one time, computer A may make a request for a file from computer B, which responds 
by serving the file to computer A. Computer A functions as client, while B functions as the 
server. At a later time, computers A and B can reverse roles.  

 

In a peer-to-peer network, individual users control their own resources.  Peer-to-peer 
networks are relatively easy to install and operate. As networks grow, peer-to-peer 
relationships become increasingly difficult to coordinate.   
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Client/Server Network 
In a client/server arrangement, network services are located on a dedicated computer 
called a server.  

 
The server responds to the requests of clients.    

 
The server is a central computer that is continuously available to respond to requests from 
clients for file, print, application, and other services.  

 
Most network operating systems adopt the form of a client/server relationship.  


